Whitelisting within Synkato
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A Synkato admin can complete the following steps to whitelist an IP address within Synkato.

Identify IP Address

Navigate to https://www.whatismyip.com/ and copy your IPv4 address.

< C @& whatismyip.com

My Public [Pv4 is: 00.000.000.00
My Public IPv6 is: 0000:0000:0a00:2020:0020:0000:a2a0:aaaa
Location: Anytown, IN US @
ISP: AT&T Corp.
Detailed Information about My IP Address

My IP Information IP Address Lookup

What Is My Public IP? Proxy Check Questions & Answers

Internet Speed Test
DNS Lookup

IP Whols Lookup

IP Blacklist Check HostName Lookup

Port Scanner

Reverse DNS Lookup Server Headers Check

Email Header lyzer

Add New Firewall Rule

Next, log in to Synkato with your admin credentials.

Navigate to System Settings > Network and Firewall and click Add New Rule.
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Paste the IP address and name the rule. Click Add Firewall Rule when finished.
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NOTE: It may take up to 30 minutes for the rule to take effect.



